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EXHIBIT B 
ADDENDUM FOR DELEGATION OF PERSONAL DATA PROCESSING SERVICES 

 
The participating institution (“Delegator”) and Apple, Inc. (“Delegatee”) agree upon the 
following matters set forth in this Addendum regarding delegation of processing of personal 
data in connection with the Apple School Manager Agreement (“Service Agreement”) entered 
into between Delegator and Delegatee: 
 
Purpose and Scope of Delegation 
 
1. Under Article 26 of the Korean Personal Information Protection Act (“PIPA”) and Article 

25 of the Korean Act on Promotion of Information and Communications Network 
Utilization and Information Protection, etc. (“Network Act”), the Delegator hereby 
delegates to the Delegatee, and the Delegatee hereby agrees to provide, the processing 
of any personal data related to the services contemplated in the Service Agreement 
(“Delegated Services”) insofar as the delegation is related to the original purpose of 
collecting and using the personal data for the Delegator’s own business purposes. 
 

2. In the event the Delegatee collects, records, stores, uses, provides, or discloses any 
personal data or otherwise performs any act similar thereto (collectively referred to as 
“processing”) in the course of performing the Delegated Services, Delegatee shall not 
engage in any such activities for any purpose other than to provide the Delegated 
Services to the Delegator and its end-users, which shall include services such as data 
processing and other limited related services at the direction of the Delegator.  
 

Delegator’s Obligations 
 
3. The Delegator agrees and warrants: 
 

a. that the processing, including the transfer itself, of personal data has been and 
will continue to be carried out in accordance with the relevant provisions of the 
applicable laws; 

 
b. that it has instructed, and throughout the duration of the personal data 

processing services will instruct, the Delegatee to process the personal data 
transferred only on the Delegator’s behalf and in accordance with the applicable 
laws; 

 
c. that after assessment of the requirements of the applicable data protection law, 

the security measures are appropriate to protect the personal data against 
accidental or unlawful destruction or accidental loss, alteration, unauthorized 
disclosure, or access, in particular where the processing involves the transmission 
of data over a network, and against all other unlawful forms of processing, and 
that these measures ensure a level of security appropriate to the risks presented 
by the processing and the nature of the data to be protected having regard to the 
state of the art and the cost of their implementation; and 

 
d. that it will ensure compliance with the security measures. 








